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MERSEYSIDE WASTE DISPOSAL AUTHORITY




Risk Management Strategy

1. INTRODUCTION

The Authority recognises that Risk Management is a fundamental part of good Corporate Governance.  

This Risk Management Strategy provides the Authority with a framework to identify and analyse the risks associated with its activities and ultimately supports the Authority in planning for and meeting its corporate objectives.  

This strategy aims to reflect the need to manage the negative impact of risk whilst balancing this with the positive opportunities which will arise from effective risk management through better decision-making and performance management.

2. FRAMEWORK

The principal elements of the Authority’s Risk Management Strategy are as follows:

· Risk Management Policy Statement

· Statement on the organisation’s approach to risk management and its scope.

· Risk Management Strategy

· Risk Management Process

· Risk Analysis and Evaluation

· Risk Register 

· Monitoring and Reporting

· Training

· Reviews

3. RISK MANAGEMENT POLICY

A Risk Management Policy has been formulated which specifies the Authority’s approach to Risk Management and its scope.

This policy has been ratified by Members and will be subject to review as risk management evolves within the Authority.

In summary, the policy supports a risk management system which:

· Embeds risk management as an integral part of departmental and corporate planning and decision making;

· Establishes an effective system of risk identification, analysis and control;

· Reduces the number and cost of claims arising;

· Improves its ability to defend claims

· Contributes towards sustainable improvements in service and the achievement of best value.

The policy sets out clear roles and responsibilities for Members and officers and reflects Corporate Governance arrangements for a Lead Member for Risk Management.

A copy of the full policy is attached at Appendix A1.

4. RISK MANAGEMENT PROCESS

The Authority aims to incorporate risk management principles within its main activities.  Risk management is therefore undertaken in the following ways:

· Risk management is part of the planning process and linked to corporate objectives

· Risk Analysis is undertaken and recorded as part of decision-making process (Key Decisions/Forward Plan, Executive Decisions, Admin Decisions)

· Service Reviews (including Best Value) incorporate risk management

· Performance Management Framework incorporates risk management activities at corporate level and within project and programme management and links to Corporate Risk Register
· Risk Register needs to be reviewed regularly and managed

The process of risk management will demonstrate a cyclical process involving the following step-by-step approach:

Step 1  
Identifying risk 

(strategic and operational)

Step 2 
Analysing and profiling risk

(determine consequences of risk and its likelihood and impact values -> Risk Value)

Step 3

Prioritising action 

(assess tolerance / resources available based on Risk Value)

Step 4 
Determining strategy for each risk 

(avoid, eliminate, transfer, reduce or accept?)

Step 5 
Controlling risk 

(identify process to identify /minimise occurrence and deal with events should they occur through mitigation / contingency planning)

Step 6 
Monitoring and Reporting 

(used to manage and review risk management process)

5. RISK ANALYSIS AND EVALUATION

In terms of managing corporate risks, a corporate risk register is maintained and reviewed.  In preparing the corporate risk register, steps 1 to 3 in the above section should be produced and agreed by the MWDA Management Team, preferably through a workshop facilitated / reviewed by the Safety and Risk Manager.  Strategic risks should be clearly drawn from the Authority’s corporate objectives and referenced to the Authority’s Corporate Plan.   This process should be reciprocal.  Risk analysis can inform the development of the Authority’s Corporate Plan as it may highlight weaknesses or opportunities not currently being managed.

A proposed outline for a workshop to identify risks is attached at Appendix A2.  This outline should be reviewed and revised as part of the review of this strategy document.

Risk analysis and evaluation should also be undertaken on a project or task specific basis and project managers are responsible for managing risk within their projects.

Analysis and evaluation of identified risks will be based on a standard scoring system as follows:

	Risk Value = Li x Im

	Rating
	Likelihood
	Impact

	1
	Extremely unlikely
	Insignificant

	2
	Quite Possible
	Minor significance

	3
	Very Likely
	Major significance

	4
	Almost certain
	Critical


Prioritisation of risks should be based on the Risk Values (RV) whereby the management team would need to assess the level at which control systems should be enabled.  

This strategy adopts the following approach:

· Risks with a RV less than 4 should be recorded in the register and reviewed regularly.

· Risks with a RV equal or greater than 4 should be controlled and necessary management systems should be implemented.

· All risks identified with either a maximum likelihood or impact value (4) should always be controlled.


Contingency planning should be identified where appropriate.

In assessing priority and appropriate control systems, consideration should be made to the level and availability of resources required.

6. RISK REGISTERS
A Corporate Risk Register is maintained detailing all risks identified in the previous sections. 

This register is for corporate level risks only – that is risks which fall into either of the following two main categories:

Strategic Risks:  
factors which can damage the achievement of the Authority’s vision, aims and objectives

Operational Risks:
factors which can affect day to day service delivery

These two categories are not mutually exclusive.

These risks are closely linked to the Authority’s Corporate Plan and Programme of Works.  Project specific risks will be contained within individual Project Risk Registers and where appropriate cross-references made to the Corporate Risk Register.  The various relationships between each of these elements can be illustrated as follows:


The register should record the following:

· Description of the risk

· Risk Implications

· Risk Rating (Likelihood, Impact, Risk Value)

· Responsible Officer

· Controls / Mitigations

· Strategy

· Contingency Plans

A copy of the latest Corporate Risk Register is attached at Appendix A3.

7. MONITORING AND REPORTING

The risk management process is cyclical and a review of the Corporate Risk Register should be completed at least annually with six monthly reports to the Safety and Risk Committee.  Statements should be provided by the appropriate officers named in the register and should summarise the status of each risk and an opinion on the effectiveness of control measures.

Risk management should not be seen as an annual task but should also be embedded within the day-to-day management activities of the Authority.  

Guidance on specific actions and their frequency is summarised as follows:

	Process
	Frequency
	Method

	Corporate Risk Register (Steps 1-5 of RM Process)
	Annually with 6 month review.
	Workshop

	Monitoring of Corporate Risk Register
	6 monthly
	Safety and Risk Committee

	Forward Plan and Key Decisions
	Quarterly
	Management Team / Member consultation

	Executive Decisions
	Ad hoc
	Proforma

	Service Reviews
	As per BVR Programme
	Specific Project Teams

	Corporate Planning
	Annually with 6 month review.
	Management Team / Member consultation

	Project Management
	Continuously throughout the life of the project
	Project Manager


8. TRAINING 

It is recognised that managers will not necessarily have relevant experience in Risk Management.  The management training programme will include the continued development of risk management skills at Management Team level and all staff where appropriate.  To facilitate the implementation of an effective risk management system, the following issues will be addressed:

· Risk Management Training as part of staff development process.

· Management Team and Project Team meetings to be used to share risk management skills.

· ICT solutions to be used wherever possible to facilitate and support Risk Management systems.

9. REVIEW

This strategy will be subject to review as part of the Authority’s Code of Corporate Governance Annual Review in partnership with the Safety and Risk Manager and the Audit Commission.

APPENDIX A1 




Approved December 2003
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RISK MANAGEMENT POLICY STATEMENT

1. STATEMENT

1.1. Merseyside Waste Disposal Authority recognises that it has to deliver services in the context of a litigious and risk averse society and at the same time respond to increasing diversity of claims.  To meet its objectives in such circumstances will require a corporate and systematic approach to identifying and analysing the risks associated with its activities.

1.2. For the purposes of this policy, risk is defined as something happening which may have an impact on the achievement of the Authority’s objectives, as this is most likely to affect service delivery to the community.  It also includes risk as an opportunity as well as a threat.

1.3. The Authority is committed to establishing a risk management system which:-

· Embeds risk management as an integral part of departmental and corporate planning and decision making;

· Establishes an effective system of risk identification, analysis and control;

· Reduces the number and cost of claims arising;

· Improves its ability to defend claims

· Contributes towards sustainable improvements in service and the achievement of best value.

1.4. Typical risks which the Authority faces include:-

· Anything that poses a threat to the achievement of corporate objectives, programmes or service delivery;

· Anything that could damage the Authority’s reputation and undermine community confidence;

· Failure to guard against impropriety, malpractice, waste or poor value for money;

· Failure to comply with regulations such as those covering the environment, health and safety, employment practice and human rights;

· An inability to respond to or manage change

2. ORGANISATION

2.1. In line with this policy, risk management processes, including risk assessment will be incorporated into the Authority’s Service Planning process.  This will include provision for monitoring and reviewing the effectiveness of the identified risk measures and will identify the resources required for implementation.

2.2. The Director of Waste Disposal will have ultimate responsibility for risk management within the Authority.

2.3. Senior management will be responsible for identifying and analysing significant risks arising from their service activities.  In conjunction with the Safety and Risk Manager, managers will also identify and implement an ongoing programme for controlling risk.

2.4. Senior management shall notify the Authority’s Insurance Officer (St Helens MBC) of any significant changes in service provision in order to enable him, in agreement with the Treasurer to the Authority, to ensure that appropriate and adequate insurance is in place.

2.5. The Safety and Risk Manager will be responsible for the provision for advice and guidance on all risk management matters.

2.6. The Insurance Officer will be responsible, in conjunction with the Authority’s Claims Handlers, Brokers and Insurers, for:

· Minimising the overall cost of inevitable claims which do arise;

· Supporting the risk management programme by supplying advice and data, both statistical and anecdotal to the management team.

2.7. The internal auditor will be responsible for monitoring the compliance and effectiveness of risk management measures, as part of their ongoing audit programme.

3. ARRANGEMENTS

3.1. The Safety and Risk Manager shall provide an annual monitoring report to the Authority summarising significant claims and/or incidents arising and reviewing the effectiveness of risk management measures.

3.2. Risk Management Training will be provided to the management team via a number of facilitated sessions, with the aim of ensuring that they have the skills necessary to identify, evaluate and control the risks associated with the services they provide.

3.3. Senior management shall develop a risk analysis and control plan in conjunction with the Authority’s Safety and Risk Manager.  The Safety and Risk Manager will draw together an annual risk management action plan based on section plans to be agreed by the Authority.

3.4. Best Value Review Teams will assess risks associated with current and future service options as part of the review process.  The Insurance Officer and Safety and Risk Manager will provide claims and risk management information and advice to review teams for this purpose.

3.5. Advice and guidance on risk management and best value will be incorporated into the Best Value Toolkit.

3.6. The Safety and Risk Manager will provide information about risks associated with built assets, in order to ensure that asset management planning encompasses risk management considerations.  The Authority’s Chief Property Officer (Facilities Manager), in conjunction with the Safety and Risk Manager will ensure that there are effective systems of service, inspection and maintenance to control the risks arising from the Authority’s built assets.

3.7. This policy will be clearly communicated to staff and subject to review on an annual basis.

APPENDIX A2

RISK MANAGEMENT WORKSHOP OUTLINE

The following outline provides the basis for a workshop for the Management Team to discuss risk management and identify corporate risks. 

STEP I

Identifying Risks

From the following broad headings, identify potential risks:

1. What are the Authority’s statutory and legal duties?  What risks can be identified which could affect key services and corporate responsibilities?

Arranging the disposal of waste collected by the Waste Collection Authorities (include clinical waste).

Provision of Civic Amenity sites for residents to dispose / recycle their own waste (include Asbestos service and HHW).

The safe management of the MWDA’s closed landfill sites.

Financial compliance.

Provision of statutory information.

Safe working environment for its staff.

2. What are the Authority’s statutory targets?  What risks could affect the Authority’s performance?

Current Recycling and Best Value Targets.

BMW Diversion Targets.

3. What are the Authority’s corporate objectives?  What risks would prevent or impede their achievement?

Current Corporate Plan.

4. What are the Authority’s stakeholders aspirations / expectations?  What risks are associated with failure to meet these?

Provision of services (quality and service levels).

The above are not mutually exclusive and cross-reference should be made during the discussion process.  Risks should be flagged as either OPERATIONAL or STRATEGIC.  Strategic risks which are currently not being addressed within the current Service Plan should be incorporated into a review of the Service Plan.

STEPS 2

Analysing and Profiling Risks

For each of the risks identified and using the current scoring system described in the Risk Management Strategy:

· determine the implications of the risk

· discuss the likelihood of the risk occurring and agree a value

· discuss the impact should it occur and agree a value

· calculate the Risk Value

STEP 3

Prioritising Risks

From the information collated, the management team should prioritise the risks identified and establish the basis for determining significant risks which require additional control measures.

CONCLUSION

Before concluding the workshop, a responsible officer should be identified for each of the risks recorded.  The responsible officer will be required to determine the controls and complete the entry for the risk in the risk register by a specified date.

FOLLOW UP

From the information provided at the workshop, a risk register should be completed to record the information produced.  A copy of the risk register should be forwarded to the Safety and Risk Officer for comment.

APPENDIX A3

RISK REGISTER – Drawn from last available risk register
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Risk Implication

Level of 

Impact (I)

Likelihood 

(L)

Risk Value    

(IxL)

Responsible 

Officer

Controls / Mitigation          Bold 

Text = Input to Corporate Plan

Strategy (Transfer, 

Eliminate, 

Manage)

Contingency Plan

Failure to identify, sustain and 

develop appropriate capability 

and capacity to meet future 

needs.

Unable to develop and implement 

key projects to deliver 

performance improvement.

4 3 12 C Beer

Establishment Review, Corporate 

Planning and Performance 

Management

Manage

Failure to continue to develop and 

review a robust JMWMS.

Unable to translate plans into 

action and therefore fail to 

improve performance to an 

acceptable level.

4 2 8 S Donaldson

JMWMS Review, Sustainable 

Development Review, Partner 

Action Plans and Procurement 

Project

Manage

Failure to procure services to 

deliver the JMWMS

Contracts not in place by October 

2008 to provide waste services

4 2 8 T Bradley

Procurement Project, Project 

Reviews

Manage

Failure to secure sites for 

implementation of Procurement 

Project

Unable to develop infrastructure 

to deliver JMWMS leading to 

significant performance issues.

4 3 12 C Stockton

Site Selection Strategy and 

protocol, Waste Development 

Planning Document

Manage

Failure to engage stakeholders 

and meet community needs

Unable to identify and deliver 

appropriate services

3 3 9 S Donaldson

Community Plan, Community 

Fund, Communications Strategy, 

Education and Awareness and 

Focus Groups

Manage

Failure to direct and control all 

services effectively and relate 

these to the community

Poor or ineffective corporate 

governance.

4 1 4 A Valentine

Community Plan, Code of 

Corporate Governance, 

Procedural Rules and Scheme of 

Delegation

Manage

Failure to communicate 

effectively

Aims and objectives not 

communicated, loss of funding, 

loss of confidence

4 2 8 A Valentine

Communications Strategy, 

Community Plan, Education and 

Awareness Programme.

Manage

Failure to manage the Authority's 

finances in current and future 

years.

Inabilty to make provision for 

future development and secure 

buy in from the Merseyside 

Districts to the affordability of the 

Procurement Project.

4 2 8 J Webster

3 Year Budget Forecasting, 

development of Inter Authority 

Agreement and improved 

partnership working.

Manage

Failure to manage Landfill 

Allowances

Financial loss

3 2 6 A Valentine

LATS Strategy and Performance 

Management

Manage

Failure to retain staff or capitalise 

in full on their potential

Loss of skills and experience to 

deliver performance 

improvements.

3 2 6 P Pocock

Retention and Recruitment 

Policy, Family Friendly Policy, 

Staff Development Scheme

Manage

Failure to prevent fraud / loss / 

misuse

Financial / reputational loss

3 1 3 J Webster

Anti-Fraud Policy, Procedural 

Rules, Audit Plans

Manage

Failure of Treasury Management 

System

Financial / reputational loss

4 1 4 J Webster

Internal Audit verfication of St 

Helens systems

Transfer

Failure to manage Capital 

Programme

Operational delays, loss of 

funding, loss of revenue

3 1 3 L Fairhurst

Procurement Project, 

Performance Management

Manage

Failure to capitalise on funding 

opportunities.

Loss of potential source of 

income and opportunity for further 

development.

3 2 6 S Donaldson

Researcher tasks allocated within 

waste strategy section.

Manage

Failure to manage assets Poor service delivery

3 3 9 L Fairhurst

Planned maintenance 

programme, appropriate 

insurance cover.

Manage/Transfer

Failure of Waste Contractors to 

deliver services

Disruption to services and loss to 

reputation

4 2 8 J Connell

Contract Administration and 

Monitoring Systems, Comments 

and Complaints System

Transfer

Failure to manage Best Value 

and Efficiency Requirements

Waste of resources, damage to 

reputation

3 3 9 A Valentine

Best Value Review Programme, 

Gershon Efficiency modelling

Manage

Failure of environmental controls Environmental pollution, damage 

to health, loss of reputation

4 1 4 C Stockton

Environmental Monitoring and 

Control, Capital Programme

Manage

Failure to manage attendance Financial / reputational loss

3 3 9 P Pocock

Sickness Absence monitoring and 

management training, Family 

Friendly Policy

Manage

Capability and 

Disciplinary Procedures

Failure or weakness of ICT 

infrastructure

Loss of access to knowledge 

resources

4 2 8 A Valentine

ICT Strategy and planning, 

maintenance contracts, backup 

and AntiVirus procedures

Manage

Stand Alone PC's and 

Alternative Internet 

Ratings

Value Likelihood Impact

1

Extremely 

unlikely

Insignificant

2

Quite 

Possible

Minor 

significance

3 Very Likely

Major 

significance

4

Almost 

certain

Critical

OPERATIONAL RISKS

STRATEGIC RISKS
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